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SDLC Glossary
Introduction

This glossary provides definitions for terms, acronyms, and abbreviations commonly found within FSA System Development Life Cycle (SDLC) artifacts and templates. This glossary is intended to supplement the glossary available within the Rational Unified Process® (RUP®).

1. Acronyms and Abbreviations

1.1 Basic Concepts

BL – Base Level (in an internal release)

CCM – Configuration and Change Management

COTS – Commercial-Off-The-Shelf

CM – Configuration Management

IT – Information Technology

ITSD – Information Technology Software Development

MTBF – Mean Time Between Failures

OO – Object-Oriented

QC – Quality Control

TBD – To Be Determined

UCM – Unified Change Management

UI – User Interface

VOB – Versioned Object Bases

1.2 Artifacts and File Types

AOM – Analysis Object Model
BIN – Executables

CMP – Configuration Management Plan

CR – Change Request

DOC – Documentation (user, release notes, etc.)

INT – Public Interfaces

MOD – Model files

OBS – Organizational Breakdown Structure

PLN – Project plans

REQ – Requirements files

SDP – Software Development Plan

SRC – Source code

TRM – Technical Reference Model

TST – Test scripts and results

USC – Use cases

WBS – Work Breakdown Structure
1.3 Role Acronyms

COTR – Contracting Officer’s Technical Representative

DACO – Deputy Administrator for Commodity Operations

DAFLP – Deputy Administrator for Farm Loan Programs

DAFO – Deputy Administrator for Field Operations

DAFP – Deputy Administrator for Farm Programs

DAM – Deputy Administrator for Management
DPM – Delivery Project Manager

SME – Subject Matter Expert

TPO – Technical Project Officer

1.4 Department and Organization Acronyms

ADPO – Application Delivery Program Office

APFO – Aerial Photography Field Office

BD – Budget Division

C&A – Certification and Accreditation

CAF – Common Application Framework

CBS – Common Business Services

CCB – Change Control Board

CCC – Commodity Credit Corporation

CEPD – Conservation and Environmental Programs Division

EA – Enterprise Architecture

EDMSO – Enterprise Data Management and Services Office

EWR – Electronic Warehouse Receipts

FAS – Foreign Agricultural Service

FMD – Financial Management Division

FSA – Farm Service Agency

HRD – Human Resources Division

IBM – International Business Machines Corporation

IDE – Integrated Development Environment

IEEE – Institute of Electrical & Electronics Engineers

ITSD – Information Technology Services Division

KCAO – Kansas City Administrative Office

KCCO – Kansas City Commodity Office

LMD – Loan Making Division

LSPMD – Loan Servicing and Property Management Division

MFR – Minority Farm Register

MS – Microsoft Corporation

MSD – Management Services Division

NRCS – Natural Resources Conservation Service

PDD – Procurement and Donations Division

PDEED – Program Development and Economic Enhancement Division

PECD – Production, Emergencies, and Compliance Division

PMI – Project Management Institute

PSD – Price Support Division

RD – Rural Development

RMA – Risk Management Agency

SCMI – Service Center Modernization Initiative

TCO – Testing and Certification Office

TD – Tobacco Division

URITAMC – User Relations and IT Architecture Management Center

USDA – United States Department of Agriculture

WID – Warehouse and Inventory Division

2. Definitions

2.1 Basic Concepts

2.1.1 Denormalization 

The process of optimizing the performance of a relational database by intentionally adding redundant data. While this technique is sometimes necessary, truly relational databases allow for full normalization at the logical level, while providing physical storage of data that is tuned for high performance. See also Normalization.

2.1.2 Element 

The physical components that comprise a discipline, including (but not limited to) directories, binary and executable files, and files related to source code, device drivers, configuration, icons, audio files, images, data, and documentation (e.g., online help).

2.1.3 Formal Testing 

The set of formal test required before a system can be deployed as a production system. Elements of this testing include, system test, integration test, and user acceptance test.
2.1.4 Issue 

A current problem, exception, anomaly, or incomplete task requiring attention related to managing the project. In general, issues are not tracked through Change Management or as tasks in the Project or Iteration Plans, although they may be derived from items in these artifacts.

2.1.5 Normalization 

A series of steps followed to obtain a database design that allows for consistent storage and efficient access of data in a relational database. These steps reduce data redundancy and the chances of data becoming inconsistent; however, many relational Database Management Software packages lack sufficient separation between the logical database design and the physical implementation of the data store, such that queries against a fully normalized database often perform poorly. In this case, denormalization is sometimes used to improve performance at the cost of reduced consistency guarantees. See also Denormalization.

2.1.6 Office Information Profile (OIP) 

This is one (1) of four (4) forums within the FSA’s intranet SCMI discussion group.

2.1.7 Object-Oriented Analysis (OOA) 

This process is specifically concerned with developing software engineering requirements and specifications that are expressed in a system’s object model.
2.1.8 System Development Life Cycle (SDLC) 

The System Development Life Cycle (SDLC) is the system development methodology of the Farm Service Agency (FSA). The SDLC is based on the Rational Unified Process® (RUP®), a system engineering process that describes who does what, when, and how in a system development and deployment project.

2.1.9 Test Strategy 

Defines the strategic plan for how a test effort will be conducted against one or more aspects of the target system. A test strategy provides a high‑level description of the major testing activities to be performed, and details the approach to be taken to ensure that critical attributes of the system are adequately tested.

2.1.10 Try/Catch Block 

Section of specialized code used to isolate and identify exceptions or errors that are raised during a program’s execution. A TRY/CATCH Block consists of two (2) sections: the first begins with TRY, and the second with CATCH. If an exception occurs during the execution of the TRY section, control is immediately passed to the CATCH block, which handles the exception appropriately, e.g., generates an error message. If no exception occurs, the program executes normally.
2.1.11 Unit Test 

Testing performed by developers specific to implementation elements and components that may be tested in isolation. Unit testing is performed during implementation to insure that these individual elements function properly.

2.1.12 Use-Case Relationship 

One of the following two (2) distinct relationship types that may exist between use cases, as defined by UML® version 1.5: associative (usually adorned by either the « includes » or « extends » stereotype of dependency), or generalization.
2.2 Regulations, Standards, and Quality Checks

2.2.1 Capital Planning and Investment Control (CPIC) 
A process that uses a systematic approach to selecting, managing, and evaluating Information Technology (IT) investments. CPIC is mandated by the Clinger Cohen Act of 1996, which requires United States federal agencies to focus on the results achieved through IT investments while streamlining their IT procurement procedures.

2.2.2 Quality Control Review Process (QCRP)

See Quality Gate.

2.2.3 Quality Gate 

A checkpoint for verification and/or validation that occurs at the termination of a logically related set of project activities. In the context of the Review Process, Quality Gates are established to ensure that review-related activities do not proceed until those Quality Gates have been successfully passed, e.g., the specified discipline’s deliverables have been accepted. If a discipline’s deliverables fail to pass a Quality Gate, the remedy consists of corrective measures as recommended in that discipline’s Review Record.
2.2.4 Section 508 

Section 508 is an Act of Congress requiring federal agencies to provide disabled individuals with access to information that is comparable to the access provided to non-disabled individuals.

2.2.5 Technical Information Advisory (TIA) 

Technical Information Advisory SYSDEV 04 (Revision 1), issued 10/07/02. Revision 2, issued 5/27/04, specifies criteria for the standard set of work products approved for creation of new applications and re‑engineering of projects developed in OO programming languages within the ITSD; it also addresses tooling support and the formatting of deliverables. Technical Information Advisory SYSDEV 05 (Revision 1), issued 09/19/03 addresses the layered application architecture known as the FSA Reference Application Architecture.

2.3 Artifacts and Files

2.3.1 Reserve Plan 

Reserve plans define the management and/or contingency reserves that have been set aside to deal with the risk(s).

2.3.2 Requirements Deliverable 

An artifact (e.g., document, diagram, etc.) created during requirements-gathering activities.

2.3.3 Backup and Recovery Plan 

A plan describing what, when, and how to backup and restore application data and the process for recovering application processing and data to a known and stable state.

2.3.4 Contingency Plan 

Contingency plans define the strategies and activities that have been planned for responding to the risk(s), if and when the risk occurs.
2.3.5 Source Code 

The actual implementation of the system design in the chosen programming language.

2.3.6 QC Action Plan 

A document that plans activities to remedy defects identified during a QC Review.

2.3.7 QC Review Record 

A report created to capture the results of a QC Review in which one or more project artifacts are reviewed. It details the specific findings of a review and identifies actions that are suggested and/or required.
2.3.8 Mitigation Plan 

Mitigation plans identify the activities that have been planned to reduce the probability of the occurrence of the risk(s) and/or to minimize the adverse impact of the occurrence of the risk(s).

2.3.9 Test Plan 

Description created for each level of testing identified as necessary in the test strategy. Each test plan identifies the scope of testing for that level, functions/features to be tested, testing tasks to be performed and personnel responsible for each task, definition of the goals and objectives of testing within the scope of the iteration (or project), items being targeted, approach to be taken, resources required, and deliverables to be produced. 

2.3.10 Test Specification 

Set of test cases and related documents that define and describe the actual test architecture, elements, approach, data, and expected results. It includes the complete set of test cases and all supporting details to achieve the objectives documented in the test plan.

2.4 Roles

2.4.1 Architect 

Individual responsible for the evaluation of artifacts.

2.4.2 Customer 

An individual or organization that assumes financial responsibility for a system project. Customers may be either internal or external to the organizations that actually perform project activities. In large projects, they might not be end users of the system.
2.4.3 Delivery Team 

Individuals who are responsible for the production of deliverables.

2.4.4 IPT 

Integrated Project Team

2.4.5 POU 

Project organizational unit

2.4.6 Project Manager 

Individual who manages the entire project, applying knowledge, skills, tools, and techniques to project activities so as to meet the project requirements and satisfy the needs for which the project was initiated.

2.4.7 QCRP Team 

Quality control review process team. A collective group of reviewers, specifically the ADPO Oversight Team and assigned resources.

2.4.8 Requirements Team 

A group of individuals who are responsible for the production of deliverables.

2.4.9 Stakeholder 

An individual who is who is materially affected by the outcome of the system.

2.4.10 User 

An individual or organization that utilizes either a system or the output of a system.

2.5 Languages and Technologies

2.5.1 Hypertext Markup Language (HTML)

The basic programming language used to generate web pages.

2.5.2 Java™
An object-oriented programming language for creating portable, interpretive code that supports interaction among remote objects. Java™ was developed and is produced by Sun Microsystems, Incorporated.

2.5.3 Java™ 2 Platform, Enterprise Edition (J2EE™) 

Defines the standard for developing component-based, multi-tier enterprise applications. Features include Web services support and development tools.

2.5.4 Java Development Kit™ (JDK™)

The Java Development Kit™ is available to licensed developers from Sun Microsystems. Each release of the JDK™ contains the following: the Java™ Compiler, Java™ Virtual Machine, Java™ Class Libraries, Java™ Applet Viewer, Java™ Debugger, and other tools. 

2.5.5 Java Server Pages™ (JSP™)

A Java™-based technology produced by Sun Microsystems, Incorporated that allows developers to dynamically generate Web pages.
2.5.6 Unified Modeling Language® (UML®)

A language for visualizing, specifying, constructing, and documenting the artifacts of a software-intensive system.

2.6 Software Programs, Systems, and Repositories

2.6.1 ClearCase® 
Rational® ClearCase® provides software asset management (SAM) for medium- to large-size teams. ClearCase® manages all artifacts in the development process from design models to code to tests.

Flow Charting PDQ™ and Flow Charting 5™ 

Applications produced by Patton & Patton Software Corporation for creating, editing, and printing flow charts, organizational charts, data flow diagrams, and process control charts. If the MS Windows® 2000 or XP® operating system is used, Flow Charting PDQ™ must be upgraded to Flow Charting 5™.

2.6.2 Page Screamer™ 

An automated testing tool produced by Crunchy Technologies that that tests user interfaces and Web sites for Section 508 compliance.

Rational Rose®/Rational® XDE™ 

Applications produced by Rational Software Corporation that facilitate object‑oriented application development by supporting business process definition, requirements management, visual modeling, and assisted code generation.

2.6.3 Relational Database Management System (RDBMS) 

A collection of hardware and software that organizes and provides access to a relational database.

2.6.4 RequisitePro® 

An application produced by Rational Software Corporation designed to automate the management of requirements in system development projects.

2.6.5 Rational Unified Process® (RUP®)

A system engineering process that describes who does what, when, and how in a system development and deployment project. RUP® heavily employs Use Case methodology and is characteristically architecture-centric, risk-driven, and iterative.

2.6.6 Software Documentation Automation (SoDA®)

Customizable application produced by Rational Software Corporation that automatically generates and maintains comprehensive, consistent project‑wide documentation and reports by extracting data from various project tool databases. SoDA® is a component of IBM’s Rational Suite® of system development solutions.

2.6.7 State and County Information Management System (SCIMS)

A repository for common customer and land data that serves three (3) partner USDA agencies: FSA, NRCS, and RD.

2.6.8 WebSphere® Studio Application Developer (WSAD®)

Integrated Development Environment (IDE) for creation of Java®, HTML, and XML source code.

3. UML Stereotypes

N/A
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