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SDLC Quick Start Guide

1. Overview
A successful Information Technology (IT) architecture consists of three key components: 

· Repeatable, reliable processes compliant with all Government standards, mandates and directives 

· Staff trained in the execution of these processes

· Tools to support these processes.
The first of these three major components, the System Development Life Cycle (SDLC), forms the basis upon which the other two are built. It is a key aspect of IT governance and portfolio management. 

The SDLC defined here is the system development methodology of the Farm Service Agency (FSA). It is based on an iterative engineering process that describes who does what, when, and how in a system development and deployment project. It has demonstrated the ability to meet the departmental framework in terms of phases, deliverables and artifacts as defined in the United States Department of Agriculture (USDA) SDLC.

2. Background
The FSA SDLC describes important elements of software development in a common and consistent way. This is an iterative process broken down into six phases, pulling key elements from the USDA SDLC, Agile, RUP and other methodologies to create a methodology that satisfies the unique constraints of the FSA development environment. The FSA SDLC provides a standard approach that results in the production of well documented, quality software.
2.1 FSA SDLC Phases
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The graph below is intended to portray the level of focus spent in each phase over the life of a project. For example, early in the project the majority of the focus is on the Requirements & Analysis (the orange line), but some high level design (the yellow line) is also going on, as well as a limited amount of detailed design and construction. As the project moves through its life cycle, the area of focus changes. The primary purpose is to show that the phases of the SDLC are not mutually exclusive and that they overlap significantly.
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2.2 About the Artifacts

Artifacts are the tools or “vehicle” used to support the needed work. Each phase of the process has artifacts that are associated with it (i.e. the Business Rules, Vision document, Test Strategy, etc.). These artifacts should not be viewed as sequential stepping stones in the development process, but rather, living documents that are open to modification throughout the entire life cycle. For example, the Vision document is among the first artifacts to be produced and reviewed by the project stakeholders, but it may need to be updated later in the Design phase when certain changes in direction may become necessary. 

The content provided in the SDLC artifacts is essential to the success of the project. As such, these project artifacts may be subjected to the IT Quality Process.
2.3 Information Technology Business Service Model
The Information Technology Business Service Model (IT BSM) is a standard repeatable process to guide the interaction between the Business Customer and Information Technology regarding work requests. It includes a detailed process model and roles and responsibilities.
The IT BSM is intended to improve efficiency in:

· Identification and preliminary evaluation of work  requests 

· Prioritization and scheduling of project work 

· Visibility and status tracking of project work

· Execution and delivery of project work 

· Utilization of resources
· Project communication 
3. Development Process

With the six part methodology as foundation, the FSA SDLC conducts multiple Quality Control (QC) reviews at strategic points in the process. The six phases are: 

· Requirements and Analysis - Gather and analyze business, functional and non-functional requirements to create one unambiguous set of requirements.

· High Level Design – Divide or partition the system into conceptual components and specify their behavior.
· Detailed Design – Specify the implementation details and functionality of the components from the high level design.
· Construction & Assembly – Transform the design into a working system that satisfies all the requirements.
· Independent Verification – Verify that the completed product meets all requirements.

· Release & Maintenance – Handle defects and document new requirements for future iterations.
Quality Control (QC) - The intent of IT Quality Control at the FSA is to provide an incremental layer of capabilities for problem detection within IT development efforts. This is typically accomplished through verifying a project’s adherence to the following three criteria of the established IT process:

· following SDLC Delivery Protocol (Project Management Practices)

· leveraging Standard Technologies

· using Standard Practices and Patterns.
Adherence to this process can be verified through the QC Artifacts that are submitted by the development team. There are five potential opportunities for QC Artifact submissions that generally align with the phases of the SDLC process. Any team utilizing the Quality Control process is encouraged to schedule their submissions accordingly. The QC process (including the artifact reviews) is not intended to prescribe corrective action, but rather, to provide recommendations on how to avoid issues going forward. While interactive QC reviews are not currently taking place, teams are still required to submit artifacts for post development review. Contact the Architecture Office to schedule time for artifact submissions.
Certification & Accreditation (C&A) - Every project must also go through the C&A process to ensure the system has appropriate security controls, and that vulnerabilities within the system have been considered. Further details can be found within each phase of the process.

Records Management - Every FSA System or Application Developed should also be required to maintain an up-to-date electronic records system to capture, manage, store, remove, protect, recover, archive, recall, create, modify, retain, deliver and distribute information, conducted properly in accordance with laws, statutes, regulations and other guidelines. Further details can be found within each phase of the process.
3.1 Requirements and Analysis Phase

3.1.1 Purpose

As Requirements and Analysis begin, any work request which meets the current definition of a “project” must be entered into the Project Registration data base.  Project Registration is a component of the Information Technology Business Service Model process (2.3) and fundamental to the Portfolio Management process which provides management with a consolidated view of all agency projects.  
Project Registration is executed through an on-line business system.  It provides a standardized repeatable process to document required and optional project information in a central repository.
This central repository information promotes visibility of all agency Information Technology projects from cradle to grave:

· Portfolio pipeline view from initiation through closing
· Documented deliverables and schedules
· Budgeting and priority decision support

· Cross project dependencies

· Health metrics

· Change history

· Closed project archive

The Requirements & Analysis phase focuses on what the system will do in an effort that views all stakeholders, including sponsors and potential users, as important sources of information. During this phase you will:

· create one unambiguous set of requirements that establishes an agreement among all stakeholders regarding a system’s purpose
· provide developers and all other stakeholders with a clear understanding of the requirements

· define the boundaries of the system

· prioritize features to provide a basis for possible iterations.
3.1.2 What to Do

During the Requirements & Analysis phase, a considerable amount of time will be spent interacting with stakeholders and reviewing the input they provide. The task of identifying stakeholders is crucial to help ensure all requirements are understood. Common stakeholders for all projects include the Architecture Office (AO), the Testing & Certification Office (TCO), the Database Management Office (DBMO), the Records Management Team and the Application Support Group. All stakeholders should be included in the process as early as possible.  
Once stakeholders have been identified, a Kickoff meeting is held to ensure everyone is starting on the same page, and to help establish communication channels between the necessary groups. Then the gathering and analysis of the requirements can fully engage. Bear in mind that more stakeholders may be identified as the process moves forward. 
There are a variety of techniques used to gather the requirements, but all requirements must be systematic, verifiable, related to identified business needs or opportunities, and defined to a level of detail sufficient for system design.   
Requirements analysis can be broken down into two distinct activities: capturing requirements and analyzing requirements. Capturing requirements is the task of communicating with stakeholders to determine what the requirements actually are. This is commonly done via formal and informal meetings, emails, phone calls, etc. Analyzing requirements is the task of using standard tools and practices to generate a single unambiguous baseline of the requirements. Once all the stakeholders agree on the requirements, the baseline is created and becomes the formal requirements source. Below are the practices defined by the FSA SDLC for requirement analysis:
· Establish the Effort – If the total effort required from all groups meets the current definition of a “project”, you must register the project and deliverables in the Project Registration data base. 
· Establish a Vision – Focus on the capabilities needed by the stakeholders and why these needs exist.  Pay special attention to “what” the project should accomplish not “how” it should accomplish it.  The Vision should also include the scope, features, and environment of the project, as well as the precedence and priority of the features.

· Standardize the Vocabulary - Create a Glossary of terminology specific to the project.  Be sure to include all abbreviations, acronyms, business terms and technical terms.  Terms already defined in the Application Development Glossary do not need to be repeated in project glossaries. 
· Discover Constraints – Sources could include standards, mandates, directives, quality attributes, the environment, security and licensing requirements.

· Define Behavior – Identify the behavior the system needs to exhibit to provide the capabilities requested by the stakeholders.  Common practices include Use Case Modeling and Business Process Modeling.
3.1.3 Certification & Accreditation (C&A)

The core C&A documentation to consider during this phase are: System Information Sheet, System Security Categorization Document and Privacy Impact Assessment.
3.1.4 Artifacts

Artifacts included in this phase are: Vision, Glossary, Business Rules, Supplementary Specifications, Use Case Model, Use Case Specifications and Navigation Map (optional).

3.2 High Level Design Phase

3.2.1 Purpose

The High Level Design phase focuses on allocating functionality, understanding the domain, managing stakeholder expectations and establishing the test strategy. During the High Level Design phase the output of prior phases is used to partition the system into conceptual components and specify their behavior to help produce a logical model of the system. Developers should remain framework independent; if Java classes are being mentioned focus has likely crossed over to the Detailed Design phase.
During the High Level Design Phase, the Project Registration process (   ) should also be executed.  This will ensure review and documentation of Enterprise Architecture (EA) requirements.  It will also provide the means to document required project information.
3.2.2 What to Do

During this phase the development team will: 

· Allocate Functionality and Define the Domain – Assign responsibilities to objects and begin partitioning the system into subsystems.

· Model Data Storage – Identify legacy data sources, engage IMB to develop the logical data model and define the mapping between entities and the logical data model.
· Design System Interface – Design the user-to-system and the system-to-system APIs.

· Establish the Test Strategy – Define the scope and general direction of the test effort, describing the important issues needing to be covered in the test plan and test scripts. 

· Develop Proof-of-Concept (optional) – If a prototype is necessary, it could be developed as early as the Requirements and Analysis phase, or as late as the High Level Design phase. 

· Architectural Decisions (AD) – Begin documenting decisions that denote long-term affects on the system. Refer to the SDLC Web site (Developer Tools/Architectural Decisions) for additional information and a copy of the AD template.
3.2.3 Certification & Accreditation (C&A)

C&A documentation to consider during this phase includes: Interconnection Agreements, Data Sharing Agreements and Configuration Management Plan.
3.2.4 Artifacts
Artifacts included in this phase are: Analysis Model, Logical Data Model, Test Strategy and Navigation Map.

3.3 Detailed Design Phase

3.3.1 Purpose

The Detailed Design phase builds on the existing design to incorporate technology choices, performance requirements and to ensure compliance with the FSA Reference Architecture. A limited amount of construction/testing activities may be required to refine and validate the design. 
3.3.2 What to Do

During this phase, the development team will:

· Elaborate Design – Build on the High Level Design by incorporating language specific design patterns and mechanisms and identifying dependencies, attributes, state, associations, etc.

· Integrate with Target Environment – Refine the design to consider choices in technology (i.e., SQL Server, WebSphere, etc.), FSA components (i.e., SCIMS, CBS, eAuth, etc.) and infrastructure constraints.

· Plan Deployments – Determine how and when the deployment unit (EAR file, JAR file, etc.) will be made available.
· Specify Test Details – Identify the test cases including descriptions, inputs, execution conditions and expected results.  
3.3.3 Certification & Accreditation (C&A)

C&A documentation to consider during this phase includes: Business Impact Analysis, Preliminary Risk Assessment, Security Controls Compliance Matrix and System Security Plan.

3.3.4 Artifacts
Artifacts included in this phase are: Physical Data Model, Design Model, Test Plan and Test Case.

3.4 Construction and Assembly Phase

3.4.1 Purpose

The Construction and Assembly phase focuses on transforming the design into a working system that satisfies all the requirements. Any special procedures for data conversion and/or data warehousing will also be developed and tested during this phase.

3.4.2 What to Do

During this phase, the development team will:

· Application Security – Identify construction level security vulnerabilities of the application and incorporate measures to appropriately handle them.

· Build the System – Generate the deployment unit and build plan, ensure all subsystem dependencies are addressed and request the implementation of (or changes to) the physical database.

· Test the System – Develop and execute the required tests as defined in the Test Strategy and Test Cases.

· Document the System – Create the user guide, deployment guide, release notes, developer guide, java docs and any other project specific documentation.
3.4.3 Certification & Accreditation (C&A)

C&A documentation to consider during this phase includes: Preliminary Disaster Recovery Plan, Risk Assessment, Trusted Facility Manual and Security Features User Guide.

3.4.4 Artifacts
Artifacts included in this phase are: Developer Guide, Release Notes, Bill of Materials and Source Code.

3.5 Independent Verification Phase

3.5.1 Purpose

During the Independent Verification phase, the outside, independent group TCO, (also known as Acceptance Testing) will verify the delivered product meets the previously agreed upon requirements. This will include user acceptance testing of the deployment unit, the deployment plan and any training and/or system support materials. This phase is a joint effort between the Development team and TCO.
3.5.2 What to Do

During this phase, the development team will:

· Deliver and Support the Release – Deliver the deployment unit, support materials and user documentation to TCO and assist in the deployment of the system as needed.

· Resolve Defects – Interact with TCO to document and resolve any defect(s) discovered.
3.5.3 Certification & Accreditation (C&A)

C&A documentation to consider during this phase includes: Disaster Recovery Plan, Security Test & Evaluation and Security Assessment Report. 
3.5.4 Artifacts
Artifacts included in this phase are: none.

3.6 Release and Maintenance Phase

3.6.1 Purpose

The Release and Maintenance phase is the “support phase” for a system. Defects may be discovered that could push the system back into the Construction and Assembly phase to implement fixes. New requirements may also be requested and documented that could lead to future iterations, taking the system back to the Requirements and Analysis phase.
3.6.2 What to Do

If a defect is discovered, a Change Request (CR) should be entered into the change management system (ClearQuest). In addition to defects, CRs may also include requests for new features, enhancements, corrections, and so on. Once the CR is completed, it should be submitted through the proper channels for approval and then, when appropriate, closed out in the change management system. The Change Control Board (CCB) oversees this process, consisting of various representatives including managers, stakeholders, developers, testers, etc.
Note:
While it is common for CRs to be entered during this phase, change management practices are often institutionalized or established earlier in the project life cycle. As such, CRs can be raised at any time during the course of the project.
3.6.3 Certification & Accreditation (C&A)

C&A documentation to consider during this phase: Plans of Actions & Milestones, Security
Certification Signatures and Security Accreditation Signatures.
3.6.4 Artifacts
Artifacts included in this phase are: Documented Defects and Final TCO Approval.
4. Project Management Process

According to the Project Management Institute’s (PMI) Project Management Body of Knowledge (PMBOK), a project is a temporary endeavor undertaken to create a unique product, service, or result. Project management is the application of knowledge, skills, tools, and techniques to deliver projects successfully. The project manager is the individual responsible for maintaining this expertise and ensuring that the projects are delivered successfully. 

The PMBOK also allows that the term project management is sometimes used to describe an organizational approach to the management of ongoing operations. This approach, more properly called management by projects, treats many aspects of ongoing operations as projects in order to apply project management techniques to them.

Project management provides the framework to consistently deliver projects within the agreed upon triple constraint – scope, schedule, and cost. This includes management of the following:

· Scope

· Time

· Cost

· Quality

· Human Resources

· Communications

· Risk

· Procurement
Project Management is broken down into five process groups that may be executed multiple times throughout the life of the project.
1. Initiating – Determine whether the concept is a viable project.

2. Planning – Define the project objectives and the plan to meet those objectives.

3. Executing – Perform the activities according to the project plan.

4. Monitoring & Controlling – Monitor the progress of the project and make necessary adjustments.

5. Closing – Resolve major issues and file documentation in the appropriate location. 
4.1 Initiating
Execute the processes necessary to determine whether the concept is a viable project. Activities included in this group are collecting historical information, determining project objectives and business needs, developing the product description, and compiling justification for the project. The project deliverables, estimates, constraints, assumptions, and requirements should also be considered in this group, but only at a high level. If the concept is approved as a project, it is formalized and the Planning process group is initiated.
Project Registration is a component of the Information Technology Business Service Model process (2.3) and fundamental to the Portfolio Management process.
Project Registration is executed through an on-line business system.  It provides a standardized repeatable process to document required and optional project information in a central repository.
This central repository information promotes visibility of all agency Information Technology projects from cradle to grave:

· Portfolio pipeline view from initiation through closing
· Documented deliverables and schedules
· Budgeting and priority decision support

· Cross project dependencies

· Health metrics

· Change history

· Closed project archive

4.2 Planning
Define the project objectives and the plan to meet those objectives. Reappraise the project’s intended functionality and the risks associated with achieving that functionality. As the capabilities and risks are better understood, the requirements should be updated. Other aspects to consider in this group are time/cost estimates and resource allocation.

4.3 Executing
Perform the activities according to the project plan and obtain approval of the deliverables. The formal kickoff meeting will take place in this group followed by the execution of the project plan. Project progress should be tracked, all risks should be closely monitored, and strong lines of communication should be maintained between the team and all interested stakeholders. This is the process group where the bulk of the work is completed, so it is important that the progress of the project is closely managed and all changes are quickly identified and controlled. 
4.4 Monitoring and Controlling
Monitor the progress of the project and make necessary adjustments to ensure it is delivered within scope, schedule, and cost. This includes managing change requests, monitoring risks, and dealing with various issues and problems as they arise. Quality control, schedule control, cost control, and overall performance reporting are important considerations during this process. 
4.5 Closing
Close the project by ensuring all major issues have been resolved and the documentation has been distributed and filed appropriately.
5. Configuration and Change Management

The Configuration and Change Management discipline involves:

· identifying and restricting changes to configuration items
· auditing changes made to the configuration items.
The methods, processes and tools used to provide change and configuration management for an organization can be considered as the organization's CM System. An organization's Configuration and Change Management System (CM System) holds key information about its product development, promotion, deployment and maintenance processes, and retains the asset base of potentially re-usable artifacts resulting from the execution of these processes. The CM System is an essential and integral part of the overall development processes.
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