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1  FSA-13’s (10-11-07) 

 
A Background 

 
In FY 2006, FSA had an independent audit review (per OMB Circular A-123) that 
determined that improvements could be made in FSA’s security access request processes and 
procedures.  FSA management and the Information Security Office (ISO) implemented the 
following to improve the access request process:  
 
• review of current procedures and forms used by FSA for collecting, processing, and 

controlling information security access requests 
 
• improvements to security access request procedures.  
 

B Purpose 
 

This notice: 
 
• requires that all FSA users must have new FSA-13’s, dated (10-11-07) on file  
• provides guidance and instructions for completing FSA-13’s (10-11-07), see Exhibit 1. 
 
Notes: All previous versions of FSA-13 are obsolete. 

 
This notice impacts all security access requests for all FSA information system 
users by employees and contractors. 

 
C Sources of Authority 

 
The sources of authority are 6-IRM, Notices 1-DCP, IRM-388, CM-560, CM-562, 
Departmental Manuals USDA DM-3500, USDA DR3602-001, OCIO/ITS Security Policy 
Manual, OMB Circular A-123, and OMB A-130. 

Disposal Date 
 
January 1, 2008 

Distribution 
 
All FSA Employees and Contract Employees; 
State Offices relay to County Offices 
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Notice IRM-401 
 
1  FSA-13’s (10-11-07) (Continued) 
 

D Affected Users  
 
All employees and contractors that use or will be using government information technology 
hardware (such as LAN/Network and Mainframe Access) must submit FSA-13 (10-11-07) 
by November 30, 2007, to continue to access FSA computers and applications.  FSA-13 
(10-11-07) is available from the FFAS Employees Forms Online Website at 
http://intra3.fsa.usda.gov/dam/ffasforms/forms.html.  
 
Future requests to modify, add, or delete a user’s access to FSA applications must have a 
current FSA-13 (10-11-07) on file for the user with their Security Liaison Representative 
(SLR) or ISO. 
 
Note: SLR’s are required to maintain and validate that FSA-13’s (10-11-07) are on file for 

their offices. 
 

E Access Privileges 
 

For more information on access privileges, contact the ITSD, ISO, Information Security 
Operations Support (ISOS) staff, by: 
 
• telephone at 1-800-255-2434, Option 2 
• e-mail to security@kcc.usda.gov  
• FAX at 816-627-0687. 

 
F Handling New FSA-13’s 

 
Follow Notice IRM-400 for completing and submitting new FSA-13’s to SLR/ISOS. 
 
This table provides personnel responsible for maintaining FSA-13’s. 
 

Location FSA-13 Responsibilities 
• County Office 
• District Office 
• State Office 

Supervisor/COTR shall submit FSA-13 to the designated SLR.  
SLR’s shall submit and maintain FSA-13’s for their Offices. 

• National Office 
• Kansas City 
• St. Louis 
• APFO 

Supervisor/COTR shall submit FSA-13’s to ISOS.  ISOS shall 
maintain FSA-13’s for these offices until SLR’s are assigned. 
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       Notice IRM-401 Exhibit 1 
 
FSA-13 (10-11-07) 
 

The following is the current version of FSA-13 (10-11-07). 
 
Note: All previous versions are obsolete. 
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       Notice IRM-401 Exhibit 1 
 
FSA-13 (10-11-07) (Continued) 
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       Notice IRM-401 Exhibit 1 
 
FSA-13 (10-11-07) (Continued) 
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