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1  Amendments to ISPP 

 
A Background 

 
The ISPP’s are FSA’s official information security policies. 
 
The current ISPP’s are on the Information Security Office (ISO) web site at 
https://sharepoint.apps.fsa.usda.net/iso/public/Wiki%20Pages/Home.aspx.  The ISO 
web site is the repository for FSA security policies and guidance. 
 

B Purpose 
 
This notice announces: 
 
 changes to the amendments to the ISPP 
 the ISO web site security policy repository has been updated to reflect the amendments.   
 
Note: All 12 policies have been updated to reflect the implementation of National Institute 

of Standards and Technology (NIST) Special Publication (SP) 800-53 revision 4, 
Security and Privacy Controls for Federal Information System sand Organizations.   

 
 
 
 
 
 
 
 
 
 
 
 
Disposal Date 
 
November 1, 2016 

Distribution 
 
All FSA employees and contractors; State Offices 
relay to County Offices 
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Notice IRM-475 



Notice IRM-475 
 

1  Amendments to ISPP (Continued) 
 

C Contacts 
 
Direct any questions about this notice to either of the following: 
 
 Brian Davies, FSA Information Systems Security Program Manager (ISSPM), by either 

of the following: 
 
 e-mail to brian.davies@wdc.usda.gov 
 telephone at 202-720-2419 

 
 Jeff Wagner, FSA Chief Information Security Officer (CISO), by either of the following: 

 
 e-mail to jeff.wagner@kcc.usda.gov 
 telephone at 816-926-6747. 
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